Although I initially turned on DoH in my Firefox browser seeing the merits, but I eventually turned it off again. The reason being that all my browsing information would end up at some U.S. company. Even though this company has promised not to use the information, the NSA *may* be interested in this information. Handing over a secret gag order to this U.S. DNS provider to obtain the information. Foreign individuals in essence have no rights in the U.S. insofar their privacy is concerned.

I therefore suggest that you set up a DoH DNS provider in the European Union, where much stricter rules apply for the usage of this information by intelligence agencies.

But the real goal should be that ALL DNS providers support the DoH protocol so that one may use their local DNS provider.

Kind regards,

Olaf Beckman Lapr?